
Cybersecurity and COVID-19 

The Hanford Site has rapidly transitioned from normal operations to an essential mission 
critical operations posture, which also means many employees are now teleworking. While 
this successful change has allowed our workforce to continue the mission, we need to be 
aware of the additional cybersecurity risks associated with telework. As information and 
emails are increasing, scams, hoaxes, and phishing emails are also spreading.  

Some examples to be wary of include fake COVID-19 webpages; phishing emails asking 
for personal information in order to receive a stimulus check; and anyone online seeking to 
sell products that claim to prevent, treat, diagnose, or cure COVID-19. 

We must all be keenly aware of how we protect our sensitive data while teleworking.

Just like social distancing, it is everyone’s responsibility to be extra vigilant and consider 
cybersecurity, especially when teleworking. We need to be sure to avoid the spread of 
digital disease alongside the pathological one. Please review the attached flyer to find out 
more information on how to securely perform work from home. As always, report any 
suspicious emails by clicking the “Report Suspicious Email” button in Outlook or by 
contacting the Hanford Help Desk at 376-1234. Thank you for protecting the Hanford Site 
and continuing the mission during this challenging time. 

 Message provided by 






	DOE Sitewide Message to Hanford Workers about Cybersecurity and COVID-19 – 4-7-2020_
	Cyber Distancing Router Info Added Rev1_

